
Evidences for “Restricting users to view API Details in Portal site before siging in” 

 

IOB Team to showcase all the APIs on the portal site, but when a user clicks on an API, the sign-in 

page should be prompted. No details like the endpoint, type, method, or security parameters should 

be shown without singing in. If a user clicks on a particular API, it should open the sign-in page. 

But now it is prompting all the details when we click on the API name without signing into the portal 

site. 

 

Screenshot 1: API Product Visibility: Public 

 

Screenshot 2: The APIs, which are published to this catalog, will be shown on the portal site before 

logging in to the site. 

 

Screenshot 3: the APIs are shown without logging into portal site. For reference on the right side 

corner we can see the user is not logged in it asking for sign in. 



Screenshot 4: After clicking on the product API is displayed. 

 

Screenshot 5: After clicking on API the following, all the details are displayed. 

 



 

With reference to the above screenshots we can see that all the API details are shown on the portal 

site if we select the visibility as public. But the bank team wants to restrict users to don’t see the API 

details without singing in. When they click on API the sign in pop up should come. 

  


